Policy for Government, Military and Contractor Personnel

Access to Engineering Data Managed and Stored at OO-ALC             20 Jan 2002                                    

1.
Complete and full access to engineering data managed and stored at OO-ALC will be given to both military and civilian government employees.  To receive access, the employee must sign the AF Form 4265 which is the  JEDMICS access form and data agreement letters that are attached to the e-mail or they can be obtained from the password administrator GENEE RINGEL.  These requests must be sponsored/signed by the employees' supervisor and must contain complete information requested.  LGVPE customer service desk has complete authority and responsibility for controlling and administering this access.  This access will be valid for 1 year or as long as employee is working at the same job.  LGVPE reserves the right to terminate access at any time a question of compliance with agreed to restriction is perceived.

2.
Contractor Personnel:

a.
Complete and full access to engineering data managed and stored at OO-ALC will be given to Contract personnel that are resident inside the OOALC/LGVPE repository.  To receive this access, a contract employee must sign a tailored JEDMICS access form and data agreement letters.  These will provide all guidance and restrictions for receiving access.  The requests must be sponsored/signed by the government employee responsible for administering their contract.  The forms will be tailored for the specific contract that contract personnel are working on and will only be good for the duration of the contract or for 1 year from signing, whichever comes first.  A copy of the contract number and the contract termination date will be maintained by LGVPE Password Administrator along with the access forms.  The access request form is attachment 3 with this e-mail.  Tailored data agreement letters are also provided within this e-mail.  LGVPE customer Service Desk has complete authority and responsibility for tailoring, controlling and administering, this access.  LGVPE reserves the right to terminate access at any time a question of compliance with agreed-to restriction is perceived.

b. Limited access to engineering data managed and stored at OO-ALC will be given to contract person external to the OO-ALC/LGVPE repository.  Access will be restricted to data that the government, has complete and clear Rights in Technical data and the data is clearly marked unlimited.  Access of this type will only be given if the contractor is a services type contractor which is providing a service to the government that, has been, an inherently government function in the past.  These would be such things as. engineering support, repository support, etc.  These types of contractors cannot have any relationship to manufacturing, repair, or design type contractors that would be in competition with contractors where LGVPE stores their engineering data.  

COMPLETE AND FULL ACCESS TO ENGINEERING DATA MANAGED AND STORED AT OO-ALC WILL NOT BE GIVEN TO EXTERNAL CONTRACTORS.
To receive access, the contract employee must sign a tailored JEDMICS access form and data agreement letters.  The tailored access forms and data agreement letters will provide all guidance and restrictions for receiving access.  The requests must be sponsored/signed by the government employee responsible for administering their contract.  The forms will be tailored for the specific contract that the contract personnel are working on and will only be good for the duration of the contract or for 1 year from signing, whichever comes first.  A copy of the contract number and the contract termination date will be maintained by the LGVPE password administrator along with the access forms.  LGVPE reserves the right to terminate access any time a question of compliance with agreed-to restriction is perceived.

To receive copies of Limited Rights Data, the contractor as defined above must provide a written request to OO-ALC/LGVPE (AF Form 1147) with justification of need.  This request must also be signed by Contractor's government sponsor.  OO-ALC/LGVPE will then make a determination if this data can be released to the contractor; if it can be released, they will apply the appropriate protection stamps on the data before releasing.

c.
External Contractors which are manufacturing, repair, or design type contractors that are in competition with contractors that LGVPE stores their engineering data but are also on contract with the government to provide a service or product can receive engineering data as follows,
(1)
Prior to contract award, the contracting officer and the technical officer for the project must work all issues pertaining to the requirement of the government to provide engineering data to the contractor to comply with the contract.  This can be done by a complete technical review of the data required and a documented agreement between OO-ALC/LGVPE and the contracting officer on how the data will be provided to the contractor.  If a list of data by drawing number and cage code can be identified to OO-ALC/LGVPE but the name of the contractor employee who will be making the request can be provided upfront, then OO-ALC/LGVPE will be in a position to start delivering the data as soon as requested.

(2)
If the engineering data issues were not worked prior to contract award,

contractor must work through the contracting officer each time  a need for engineering data is required.  The contracting officer along with the technical officer will be responsible for validating the contractor's need for the engineering data.  If the data is releasable, OO-ALC/LGVPE will release the data to the contracting officer to release to the contractor.

***In no case will OO-ALC/LGVPE release Limited/Proprietary engineering data to the contracting officer to release to the contractor under this type of contract stated in paragraph (2).*****

